
                                                                                                                                                                                  
 

 
 

 1 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 

IG Data Breach 

Flowchart 

2.1 

Document Type: Flowchart 

Current Status: Final 

Version: 2.1 

Reviewed by: Lee Busher 

Latest review date: July 2022 

Original author: J Sheil / S Williams  

This version approved: Apr 2022 

Next review due: July 2024 

Applies to: All Southern Hampshire Primary Care Alliance Staff 



                                                                                                                                                                                  
 

 
 

 2 

Version Control 

  

Version Date Author Change Summary 

2.1 21/07/2022 L Busher Formatting changes and review 
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DATA BREACH (PERSONAL) FLOWCHART 

 

 

 

Data breach identified, Controller (SHPCA) detects/is made aware of 

breach. DPO & Service Manager notified of breach by phone and email. 

Controller (SHPCA) 

assesses risk to 

individual 

Is the breach likely to result in a risk 

to individuals’ rights and freedoms? 

Yes 

No 

No requirement to notify 

supervisory authority (ICO) or 

individuals 

No requirement to notify 

individuals 

Is the breach likely to result in a 

high risk to individuals’ rights and 

freedoms? 

No Yes 

Immediately contact individual / 

individuals’ practice(s) (PM or Deputy or 

GP Partner) who will notify affected 

individual(s) without delay. Notify 

supervisory authority (ICO) within 72 

hours of breach notification. 

All personal data breaches must be documented in the breach log (Sharepoint) and the 

record maintained by the DPO 

72:00 

The ICO must be notified of 

an identifiable breach 

within 72 hours 

! 

Individual identifies breach and reports directly to Breach Team & Line 

Manager by phone and email. 


